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December 2013
N E W S L E T T E R

Xmas and New Year Holidays


My office will close at 12 noon on Monday, 23 December and re-open at 9:00 a.m. on Thursday 2 January.

SSP and Employer’s NI from 2014/15

In the last budget, the Chancellor announced the introduction of an employment allowance from April 2014, which will reduce employer’s National Insurance by up to £2,000 a year for all businesses.  That was widely praised as a measure which should help small businesses to recruit and retain employees.  That apparent generosity has now been diluted by a recent announcement from the Department for Work and Pensions that, from the same date, small businesses will no longer be able to recover Statutory Sick Pay, so will have to bear the cost of employees’ sickness themselves.


The spurious justification for this change is that a recent study has shown that the ability to recover SSP has not encouraged employers to manage (by which they must mean reduce) sickness absence in the workplace.  Really?  When were we told that we were supposed to be doing that, or that the right to recover sick pay could be withdrawn if we failed to do it?  I would guess that sickness absence is a much bigger problem in the Civil Service, so can the government tell us what they have been doing to manage it?

Perversely, this change will have no effect on large employers, who have not been able to recover any SSP for a long time, but will still qualify for the employment allowance.  For a small employer, paying 20 weeks of SSP will cancel out the employment allowance.  A cynic could suspect that this change was planned a long time ago, but its announcement was delayed and buried in an obscure press release, so that the employment allowance could be announced in the budget as unalloyed good news.
RTI Back-ups

Employers now have to send electronic wages reports to HMRC under a system called Real Time Information (RTI).


I recently had a computer crash, but was able to restore all of my RTI data from the back-up of the wages program.  It made me realise, however, the importance of not only doing back-ups, but doing them at the right time.  The procedure should be to run the payroll, make the electronic Full Payment Submission (FPS) then back-up the data.  If, for instance, the back-up had been taken before the FPS, then the restored date would not include the last FPS and the program would show it as outstanding. 
Autumn Statement

A few points from the Chancellor’s Autumn Statement:

1.
Small Business Rate Relief will be extended until 31 March 2015.

2.
Shops, pubs and restaurants with a rateable value up to £50,000 will receive a discount on rates of £1,000 for two years from April 2014.

3.
From April 2015, businesses will no longer have to pay employer’s NI for employees under 21.

4.
To fulfil a Conservative election promise, there will be a limited allowance for some married couples from April 2015.  One spouse will be able to transfer up to £1,000 of unused personal allowance to the other, provided that the recipient is not a higher-rate taxpayer; the maximum tax saving will therefore be £200.  Presumably, this will have to be claimed in arrears, so there would still be time for a new government to abolish the allowance after the 2015 general election.
5.
The fuel duty increase planned for September 2014 has been scrapped.

Ransomware

One of the latest types of computer malware is called ransomware and, as its name suggests, it is a way of holding your computer hostage and demanding money.  If the virus infects your computer, then it will encrypt files, or even lock the whole computer.  Payment to unlock the files may be requested in the form of bitcoin, which is an anonymous virtual currency used on the internet, making the payee very difficult to trace.


The malware usually arrives as an innocuous looking attachment to an e-mail from someone you do not know.  The e-mail will describe the attachment as something innocent, such as a photograph or invoice, but you should be very wary of opening it.  In particular avoid any file with the .exe extension, which indicates a program file rather than a data file, so is definitely going to run something nasty on your computer.  Even scanning the file with anti-virus software before opening will not always detect the ransomware, so the best policy is to be suspicious of anything from anyone you do not know.

If your computer does become infected, then it may be possible to remove the ransomware and infected files with anti-virus software; otherwise, the hard disk will have to be reformatted, erasing everything, and programs reinstalled.  In either case data will be lost, so it is an essential security precaution to always have up-to-date back-ups of important data.
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